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PRIVACY NOTICE 

 

for business contacts receiving sales information through the Seismic platform 
 

According to Art. 13 of Regulation (EU) 2016/679 (GDPR) 

Last updated: 13 Dec. 2024 

 

If you receive sales related information from Mirion Technologies, Inc. or any of its affiliates (collectively, "Mirion,""us" or "we"), 

and possibly consult and use this information, e.g., by downloading or sharing it, this privacy notice is issued to you by Mirion as 

controller of your personal data collected and processed in the course of your use of the sales information provided though the 

Seismic platform. 

 

For a full list of Mirion affiliates acting as controllers and contact information, please visit https://www.mirion.com/legal/privacy-

policy-and-data-privacy-notices. Please also refer to the data privacy notice for business contacts, available on this page, for 

information about processing of your personal data in relation to business transactions in general. 

 

DATA CATEGORIES COLLECTED AND PURPOSES OF PROCESSING 

You may provide to us, or we may collect about you, contact information (name, business address, email address and work phone 

number, role/function in your organization), and data related to transactions with your organization in which you are involved. We 

process these data to be able to do business with you and contact you about business opportunities. Any data that you do not provide 

to us directly is either collected from publicly available sources such as company websites or professional networking sites or 

provided by another business professional in your field. In addition to the above and only if and to the extent that you give your 

consent when accessing the information on the Seismic platform, we may also collect and process information about when the 

information was viewed, how long it was viewed for, and in some cases who viewed it. 

 

LEGAL BASES FOR PROCESSING 

We process your personal data on the following legal bases: 

1. Based on legitimate interests (pursuant to Art. 6(1)(f) of Regulation (EU) 2016/679 ("GDPR")): We process personal data from 

you to conduct our business, in the present case to provide you with relevant information about products of interest to you and 

to communicate with you about related business opportunities. 

2. Based on your consent (pursuant to Art. 6(1)(a) of the GDPR): If you consent to the use of certain cookies we may collect and 

process information about when the information on the Seismic platform was viewed, how long it was viewed for, and in some 

cases who viewed it. 

 

YOUR RIGHTS AND CHOICES 

You may withdraw your consent to the use of cookies (see list below) to track the use of the information on the Seismic platform at 

any time. To this end, open the side panel on the Seismic screen by clicking , then open “My privacy settings” and adjust the 

settings as desired. 

You can contact us to obtain copies of your personal data. Subject to the applicable statutory prerequisites, you can also ask us to 

correct or archive/erase your personal data, to restrict the processing of your personal data or request your personal data to be made 

available according to portability requirements. You can exercise these rights by contacting us at privacy@mirion.com. You also 

have the right to lodge a complaint with a supervisory authority.  

 

PROCESSING AND STORAGE OF PERSONAL DATA 

We and our affiliates and service providers process and store your personal data on servers in the United States, which have not 

received an adequacy decision by the European Commission. We provide adequate protection for your personal data by having 

entered into data processing agreements and data transfer agreements that include standard contractual clauses approved by the 

European Commission, or by selecting 3rd parties that are active participants of the EU-U.S. Data Privacy Framework. Such data 

processing agreements and data transfer agreements are available upon request by contacting privacy@mirion.com. 

 

DATA RETENTION 

We retain your personal data as long as you have a business relationship with us and for as long as we have a legitimate interest to 

do so (based on Art. 6(1)(f) of the GDPR) thereafter, subject to applicable laws. 

 

DATA PROTECTION OFFICER 

Where applicable to Mirion, the contact details of the data protection officer are available at this web page: 

https://www.mirion.com/legal/privacy-policy-and-data-privacy-notices.  

 

REPRESENTATIVE 

Where Mirion is located outside of the EEA, it has an EEA representative for GDPR purposes, the identity and contact details of its 

representative are available at this web page: https://www.mirion.com/legal/privacy-policy-and-data-privacy-notices. 

 

 

https://www.mirion.com/legal/privacy-policy-and-data-privacy-notices
https://www.mirion.com/legal/privacy-policy-and-data-privacy-notices
https://www.mirion.com/legal/privacy-policy-and-data-privacy-notices
https://www.mirion.com/legal/privacy-policy-and-data-privacy-notices


 

Mirion Technologies, Inc. Privacy Notice Mirion Seismic Platform page 2 of 3 

 

LIST OF COOKIES 

Cookies in DSR Viewer: 

Cookie 

Name 
Value 

Expire 

Date 
Descrip-tion Note 

Is 

Required 

Microsite-

UniqueInter

actionProof 

0/1 90 days 
Cookie for 

robot check 

This cookie is written when user have any click, mouse 

movement behavior no matter what GPDR we choose 

and this cookie has below two functions  

• User could go into this DSR viewer to view content 

directly next time if GDPR is off 

• Because many company will have a link security 

check in their email server side,  in order to avoid 

useless session recording we add this cookie to 

filter out robot check sessions in frontend 

Always 

YES 

Microsite-

ConsentGD

PR-

{tenant} 

AllTracking 

FunctionalT

racking 

90 days 

90 days 

This indicator 

user has 

consent GDPR 

for that tenant 

• AllTracking 

o Write this Microsite-ConsentGDPR-{tenant} cookie 

name into cookie and the value is AllTracking 

o Then we will use API to collect user's view content 

activity data 

o Next time open DSR Viewer will go into DSR 

directly without displaying the GDPR message and 

splash screen again 

• FunctionalTracking 

o Write this Microsite-ConsentGDPR-{tenant} cookie 

name into cookie and the value is 

FunctionalTracking 

o Next time open DSR Viewer will go into DSR 

directly without displaying the GDPR message and 

splash screen again 

o Then we do not collect any user's view content 

activity data 

• StrictlyNecessary 

o Don't write Microsite-ConsentGDPR-{tenant} 

cookie 

o Every time user will see the GDPR message and 

splash screen 

StrictlyNec

essary - No 

FunctionalT

racking - 

YES 

AllTracking 

- YES 

Microsite-

ConsentGD

PR_v1-

{tenant} 

AllTracking 

FunctionalT

racking 

90 days 

90 days 

This indicator 

user has 

consent GDPR 

and enabled 

watermark for 

that tenant 

Same as above but just because we add the new water 

mark feature and the water mark caused we have 

different GDPR message 

StrictlyNec

essary - No 

FunctionalT

racking - 

YES 

AllTracking 

- YES 

{linkToken

} 

base64 

encoded 

link 

password 

90 days 
Store the link 

password 
only used in IE, same as Microsite-SeismicPreferences 

Retired 

since we 

don't 

support IE 

Microsite-

SeismicPref

erences 

base64 

encoded 

link 

password 

90 days 
Store the link 

password 

Remember Link Password that a Seller set in building 

DSR flow when generate or send a DSR via Email, will 

always record in cookie no matter what GDPR option 

user select in "My Privacy Settings" 

No 

password - 

No 

Have 

Password - 

YES 
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Microsite-

SeismicCo

mpliancePr

eferences 

base64 

encoded 

link 

password 

90 days 

Store the 

compliance 

password of 

that tenant 

When a DSR/LiveSend link expired, a seismic user 

could input the compliance passcode to continue view 

the expired link. This will always write to cookie once a 

seller input the passcode in DSR/LiveSend Viewer 

because this is for sellers and in this condition there is 

no GPDR anymore because link is already expired.  

Expired has 

passcode 

link - YES 

Otherwise - 

NO 

 

Cookies in LiveSend Viewer 

 

Cookie Name Value 
Expire 

Date 
Description Note 

Is 

Required 

UniqueInteractionProof 0/1 90 days 
Cookie for 

robot check 

same as above Microsite-

UniqueInteractionProof 

Always 

YES 

Engagement LiveSend 

Viewer_CONSENTGDP

R-{tenant}  

AllTracking 

FunctionalTrac

king 

90 days 

90 days 

This indicator 

user has 

consent GDPR 

for that tenant 

same as above Microsite-

ConsentGDPR-{tenant} 

 

Example: 

Engagement LiveSend 

Viewer_ConsentGDPR-quake 

StrictlyNec

essary - No 

FunctionalT

racking - 

YES 

AllTracking 

- YES 

Engagement LiveSend 

Viewer_CONSENTGDP

R_V1-{tenant} 

AllTracking 

FunctionalTrac

king 

90 days 

90 days 

This indicator 

user has 

consent GDPR 

and enabled 

watermark for 

that tenant 

same as above Microsite-

ConsentGDPR_v1-{tenant} 

 

Example: 

Engagement LiveSend 

Viewer_CONSENTGDPR_V1-quake 

StrictlyNec

essary - No 

FunctionalT

racking - 

YES 

AllTracking 

- YES 

{linkToken} 

base64 

encoded link 

password 

90 days 
Store the link 

password  

only used in IE, same as Microsite-

SeismicPreferences 

Retired 

since we 

don't 

support IE 

Engagement LiveSend 

Viewer_SeismicPreferenc

es 

base64 

encoded link 

password 

90 days 
Store the link 

password 
same as Microsite-SeismicPreferences 

No 

password - 

No 

Have 

Password - 

YES 

Engagement LiveSend 

Viewer_SeismicComplian

cePreferences 

base64 

encoded link 

password 

90 days 

Store the 

compliance 

password of 

that tenant 

same as Microsite-

SeismicCompliancePreferences 

Expired has 

passcode 

link - YES 

Otherwise - 

NO 

 

Cookies in QuickShare form: 

 

Cookie Name Value 
Expire 

Date 
Description 

quickShareTrackRecipientTip 1 20 years 
For users using the QuickShare form for copying a link for the first time, 

display a pop-up explaining why they need to include contacts. 

 

 


